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Abstract

In this article, we present an authenticated encryption scheme with message linkages used to deliver a large message. To protect the receiver's benefit, the receiver can easily convert the signature into an ordinary one that can be verified by anyone. Several feasible attacks will be discussed, and the security analysis will prove that none of them can successfully break the proposed scheme.
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1. Introduction

Nyberg and Rueppel [11,12] were the first to propose the idea of a digital signature scheme with message recovery based on the discrete logarithm problem. To reduce the communication cost of Nyberg and Rueppel's schemes, Horster et al. [5] presented an authenticated encryption scheme, and there have actually been quite a number of efficient authenticated encryption schemes [1–3,7,8,10,13,16] proposed since then. In their schemes, the signer could generate a signature for a message and then send it to a specified receiver. After receiving the signature, only the receiver could recover and verify the message.

Recently, Tseng et al. [14] have proposed two efficient authenticated encryption schemes with message linkages. One is a basic scheme that is superior to all previously proposed schemes in terms of computation and communication cost. The other is a generalized scheme which allows the receiver to recover the message after receiving the partial signature blocks.
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Further, consider the condition of a later dispute; e.g., the signer denies having signed a signature. It could be required to reveal the message along with its signature for verifying. To protect the receiver’s benefit in case of a later dispute, we should further enable the recipient to convert the signature into an ordinary one that can be verified by anyone. Araki et al. [2] presented a convertible limited verifier signature scheme. However, the conversion of the signature demands the signer to release one more parameter. It could be unworkable if the signer is unwilling to cooperate. Wu and Hsu [15] presented a convertible authenticated encryption scheme. In the scheme, when the signer repudiates the signature, the receiver can prove the dishonesty of the signer by revealing an ordinary signature that can be verified by anyone without the cooperation of the signer.

In the next section, we shall propose a convertible authenticated encryption scheme with message linkages. Not only can the proposed scheme deliver a large message but the scheme is also to convert the signature into an ordinary one. Then Section 3 will present the security analysis and performance evaluation of the proposed scheme. Finally, some concluding remarks will be in the last section.

2. The proposed scheme

In this section, we shall present a convertible authenticated encryption scheme with message linkages based on Tseng et al.’s basic scheme [14]. In the proposed scheme, the signature only needs be recovered and verified by the specified receiver in the normal procedure. Later, if the signer repudiates the signature, the receiver can reveal the converted signature for verifying. The proposed scheme consists of four phases: the system initialization phase, the signature generation phase, the message recovery phase, and the conversion phase as follows. The flow chart of the signature generation phase and message recovery phase is illustrated in Fig. 1.

2.1. System initialization phase

The system parameters are defined as follows. Let \( p \) be a large prime, \( q \) be a large prime factor of \( p - 1 \), \( g \) be a generator with order \( q \) in \( GF(p) \), and let \( h(\cdot) \) be a one-way hash function. Each user \( U_i \) owns a private

<table>
<thead>
<tr>
<th>Alice (( U_a ))</th>
<th>Bob (( U_b ))</th>
</tr>
</thead>
<tbody>
<tr>
<td>( r_0 = 0 )</td>
<td>( S = k - R x_a \mod q )</td>
</tr>
<tr>
<td>select a random integer ( k \in GF(q) )</td>
<td>( r' = h(r_1</td>
</tr>
<tr>
<td>( r_i = M_i \cdot h(r_{i-1} \oplus g^k) \mod p )</td>
<td>confirm ( r' \overset{?}{=} r )</td>
</tr>
<tr>
<td>( r = h(r_1</td>
<td></td>
</tr>
<tr>
<td>( R = h(M, r, h((g^S y_a^R \mod p)) \mod q )</td>
<td>( R \overset{?}{=} h(M, r, h((g^S y_a^R \mod p)) \mod q )</td>
</tr>
</tbody>
</table>

Fig. 1. Convertible authenticated encryption scheme with message linkages.
key \( x_i \in Z_q^* \) and calculates the corresponding public key \( y_i = g^{x_i} \mod p \). Let \( U_a \) be the signer and \( U_b \) be the receiver.

### 2.2. Signature generation phase

Without loss of generality, assume that the signer \( U_a \) wants to deliver a large message \( M \) to the specified receiver \( U_b \). Suppose that the message \( M \) is composed of the sequence \( \{ M_1, M_2, \ldots, M_n \} \), where \( M_i \in GF(p) \).

Then, \( U_a \) performs the following steps to create the signature blocks for the message \( M \):

1. Let \( r_0 = 0 \) and select a random integer \( k \in GF(q) \).
2. Calculate \( r_i = M_i \cdot h(r_{i-1} \oplus y_i) \mod \text{mod} \) for \( i = 1, 2, \ldots, n \), where \( \oplus \) denotes the exclusive operator.
3. Calculate \( r = h(r_1 || r_2 || \ldots || r_n) \), where \( || \) denotes the concatenation operator.
4. Calculate \( R = h(M,r,h(g^S y_R \mod p)) \mod q \).
5. Calculate
   \[
   S = k - R x_a \mod q. \tag{1}
   \]

\( U_a \) delivers the signature blocks \( (R, S, r_1, r_2, \ldots, r_n) \) to \( U_b \) via a public channel. Note that \( r_i \) is used as a linking parameter between the \( i \)th and \((i + 1)\)th message block.

### 2.3. Message recovery phase

After receiving the signature blocks \( (R, S, r_1, r_2, \ldots, r_n) \), \( U_b \) can recover the message blocks \( \{ M_1, M_2, \ldots, M_n \} \) by following the steps below:

1. Calculate \( r' = h(r_1 || r_2 || \ldots || r_n) \) and confirm that \( r' = r \) is true.
2. Recover the message blocks \( \{ M_1, M_2, \ldots, M_n \} \) as follows:
   \[
   M_i = r_i \cdot h(r_{i-1} \oplus (g^S y_R)^{x_i})^{-1} \mod p, \tag{2}
   \]
   for \( i = 1, 2, \ldots, n \) and \( r_0 = 0 \).
3. Verify the signature with the following equality:
   \[
   R \oplus h(M, r, h(g^S y_R \mod p)) \mod q. \tag{3}
   \]
   If the equation does, the signature is valid.

### 2.4. Conversion phase

If \( U_a \) repudiates the signature, \( U_b \) can confirm the dishonesty of the signer by revealing the converted signature \( (R, S, r) \) for the message \( M \). With this converted signature, anyone can confirm its validity using Eq. (3).

Now, we shall prove that the proposed scheme can work correctly by checking the following theorems:

**Theorem 2.1.** In the message recovery phase, the receiver \( U_b \) can recover the message using Eq. (2).

**Proof 1.** According to Eq. (2), we have
\[ r_i \cdot f(r_{i-1} \oplus (g^y)^{x_b})^{-1}, \]
\[ = r_i \cdot f(r_{i-1} \oplus (g^{y_b})^{-1}), \]
\[ = r_i \cdot f(r_{i-1} \oplus y_b^{-1}), \]
\[ = M_i \mod p. \]

94 **Theorem 2.2.** In the conversion phase, the converted signature can be verified by Eq. (3).

95 **Proof 2.** According to Eq. (3), we have
\[ h(M, r, h(g^y \mod p)), \]
\[ = h(M, r, h(g^{y_b} \mod p)), \]
\[ = h(M, r, h(g^k \mod p)), \]
\[ = R \mod q. \]

98 **3. Discussions**

99 **3.1. Security analysis**

100 Our convertible authenticated encryption scheme is as secure as a digital signature scheme. The security of the proposed scheme is based on the difficulty of breaking a one-way hash function [9] and discrete logarithms [4,6]. In this section, we shall consider some possible attacks against the proposed scheme. We shall prove that the proposed scheme can successfully withstand those possible attacks.

101 **Attack 1:** An adversary attempts to derive the user’s private key \( x_i \) from all public information available.

102 **Analysis of attack 1:** Assume that the adversary wants to derive \( U_a \)’s private key \( x_a \) from the corresponding public key \( y_a = g^x \mod p \). It is as difficult as breaking the discrete logarithms to obtain \( U_a \)’s private key \( x_a \).

103 From the signature, the adversary cannot derive \( U_a \)’s private key \( x_a \) through Eq. (1), since the equation has two unknown variables \( x_a \) and \( k \), and \( k \) is also based on the one-way hash function and the discrete logarithms.

104 **Attack 2:** An adversary knows one message block \( M_i \) and tries to obtain the common key \( y_{ab} = y_a^b \) or the other message blocks.

105 **Analysis of attack 2:** The adversary can calculate \( h(r_{i-1} \oplus y_b^i) = M_i^{-1} \cdot r_i \mod p \). Assume she/he can derive \( y_b^i \), which means \( y_{ab} \) can be obtained from \( y_b^i = (g^y)^{x_b} \mod p \). However, \( y_b^i \) is difficult to solve under the one-way hash function. Due to the value of \( y_b^i \), the adversary cannot also derive the other message blocks through Eq. (2).

106 **Attack 3:** An adversary attempts to forge the blocks of an authenticated encryption signature.

107 **Analysis of attack 3:** To construct a signature to satisfy satisfying Eq. (2), the adversary should first know the common key \( y_{ab} \) between \( U_a \) and \( U_b \). As with Attack 2, she/he will have to face the difficult problem.

108 **Attack 4:** An adversary tries to forge a converted signature to pass Eq. (3).

109 **Analysis of attack 4:** From Eq. (3), given \( S \), it is difficult to determine \( r \) and \( R \) because of the difficulty of solving the one-way hash function and the discrete logarithms. Similarly, given \( r \) and \( R \), it is also infeasible to determine \( S \) such that Eq. (3) holds.

110 **Attack 5:** An adversary attempts to recover the message \( M_i \) from the authenticated encryption signature.
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**Analysis of attack 5**: From Eq. (2), the message $M_i$ can be recovered by one who has the private key $x_a$ or $x_b$. Similar to Attack 1, it is as difficult as breaking the discrete logarithms to obtain the user’s private key.

**Attack 6**: An adversary tries to verify the signature before converting.

**Analysis of attack 6**: To perform the signature verification in Eq. (3), the adversary needs the message $M$. Similar to Attack 5, she/he cannot obtain or recover the message $M_i$. Therefore, she/he cannot verify the signature.

**Attack 7**: An adversary attempts to reorder, modify, delete or replicate the message blocks.

**Analysis of attack 7**: If any signature block is recorded, modified, deleted or replicated, then the signature $R = h(M, r, h(r_1 \cdots r_n) \mod q)$ and $S = k - Rx_a \mod q$ must be changed as well. Thus, those signature blocks cannot pass the verification equations because the relationship $r = h(r_1 \cdots r_n) \mod q$ will no longer exist. Therefore, the receiver will detect the changes.

### 3.2. Performance evaluation

In the following, the performance evaluation of the proposed scheme is discussed. We shall express the computational complexity and communication cost of the proposed scheme. We denote the performance evaluation notations as follows: $T_{\text{exp}}$ is the time for a modular exponentiation computation; $T_{\text{mul}}$ is the time for a modular multiplication computation; $T_{\text{inv}}$ is the time for a modular inverse computation; $T_h$ is the time for a one-way hash function $h(\cdot)$ computation; $|x|$ is the bit-length of an integer $x$. The computational complexities of executing the exclusive and subtraction operations are neglected.

Assume there is a large message to deliver. The message is divided into $n$ message blocks. In the convertible authenticated encryption scheme with message linkages, the set of signature blocks is $(R, S, r, r_1, r_2, \cdots, r_n)$. Therefore, the signer requires $2T_{\text{exp}} + (n + 1)T_{\text{mul}} + (n + 3)T_h$ to generate the message blocks, while verifying and retrieving the message blocks requires $3T_{\text{exp}} + (n + 1)T_{\text{mul}} + nT_{\text{inv}} + (n + 3)T_h$. Finally, the communication cost in the proposed scheme is $np|p| + 2|q| + |h|$.

### 4. Conclusion

In this article, a novel convertible authenticated encryption scheme with message linkages have been proposed. For avoiding the abuse of the signature, the proposed scheme provides the ability to convert the signature into an ordinary one that can be verified by anyone. Besides, the conversion does not require the cooperation of the signer. The proposed scheme provides protection for the receiver. Some possible attacks have been considered, and none of them can successfully break the proposed scheme. Again, our scheme can be used on the Tseng et al.’s generalized scheme for message flows [14]. The receiver can recover the message blocks and use them before the receiving of the entire signature.
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