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SUMMARY

Mutual authentication and key exchange protocols (MAKEP) provide two parties in communication with guarantee of true identity. And then the two parties end up sharing a common session key for privacy and data integrity during the session. In MAKEP, public-key-based schemes and symmetric-key-based schemes are often used. However, the former requires high computation complexity and hence, it is not suitable for applications in wireless settings. The latter has to maintain many distinct keys for different parties. Wong et al. proposed the Linear MAKEP to solve these problems. But in term of storage space, it is not optimal. In this paper, we propose a scheme that uses the geometric properties of line to achieve mutual authentication and key exchange. Compared with Wong et al.’s scheme, our scheme is efficient and requires less storage space. It can withstand the replay attack and the unknown key-share attack, and the server does not bear much more computation cost than the client in each session, hence we call it a protocol with balanced computational power. Copyright © 2004 AEI.

1. INTRODUCTION

Mutual authentication and key exchange protocols (MAKEP) [14, 15, 19] provide two parties in communication with guarantee of true identity. And then the two parties end up sharing a common session key known only to them. This session key can be used to provide privacy and data integrity during the session.

In MAKEP, public-key-based schemes [2, 7, 10, 12] and symmetric-key-based schemes [4, 5, 18, 21, 22] are the two kinds of schemes most commonly used. The former requires complex encryption computation, it is hard to satisfy for wireless settings. Since the wireless settings are characterized by the low-power mobile device (mobile host, MH) with limited memory, low computational power and limited bandwidth. If an MH depends on a battery, then its power will be depleted very quickly. The latter scheme is more suitable for the wireless settings but two parties in communication need to share a long-life key, which means each party must maintain many distinct keys for different parties.

To relieve of such high computation complexity as the public-key-based scheme has and such restriction as the symmetric-key-based scheme has, several schemes [16, 25, 26] have been proposed for the wireless settings with unbalanced computational power which means that the base station BS must bear much more computation cost than the client in each session. They use a pre-computation technique to reduce the computation complexity of the MH and to store pre-computation results in its memory to relieve itself from complex computations. But in [16, 25], the pre-computation results are on the side of the BS, hence if the MH moves into the realm of another BS without the pre-computation results based on the public
key of this new BS, then the MH is not able to perform these protocols. In addition, the protocol in Reference [16] is susceptible to a variety of interleaving attacks brought up by Wong et al. [25].

In some unbalanced computation schemes [16, 25, 26] the computation complexity of the MH but the BS still has to do complex operations, such as public-key encryption/decryption or modular exponentiation computation. As the number of MH increases, the BS may have to deal with many complex computations simultaneously, and these communication transactions will be delayed. Therefore, the computation complexity on the BSs side also needs to be reduced in order to have more efficient performance no matter where it is in the wired or wireless settings.

Wong et al. [26] proposed the linear MAKEP. This scheme is free from the above restrictions and reduces the computation complexity of the MH, so it is very suitable for the wireless settings. But in term of storage space, the scheme is not optimized, because the MH must have more memory to store n pairs of private keys and n certificates in its memory, where n is the total amount of that the MH wants to run the protocol.

In this paper, we propose a scheme that uses the geometric properties of line to achieve authentication and key exchange. The computation complexity of the BS is lower than the protocols in Reference [16, 25, 26]. Compared with Wong et al.’s scheme, our scheme is efficient and requires less storage space. Furthermore, our scheme can withstand the replay attack and the unknown key-share attack [3, 6]. And the MH and BS does not bear unbalanced computation cost, we call it a protocol with balanced computation power.

The remainder of this paper is organized as follows. In the next section, we will briefly review Wong et al.’s scheme. Then, in Section 3, we shall illustrate how our proposed scheme will work in detail. After that, in Sections 4 and 5, the security analysis and performance analysis will be presented. Finally, in the last section, we shall offer our conclusion.

Notations

Some notations used throughout this paper are the following:

- $A \rightarrow B: m$: denotes that A sends the message $m$ to B;
- $E_{K/D_{K}}$: an encryption/decryption transformation of symmetric cryptosystem with secret key $K$;
- $PK_{A}$: a public key of entity A;
- $SK_{A}$: a private key of entity A;
- $E_{PK_{A}}$: the encryption transformation of a public-key cryptosystem with $PK_{A}$;
- $\text{Sig}_{A}(m)$: a signature of the message $m$ signed by entity A;
- $H(\cdot)$: a one way hash function;
- $ID_{A}$: an identification information of entity A;
- $\text{Cert}_{A}$: a certificate of entity A;
- $r \leftarrow \{0, 1\}^{k}$: a nonce which is an $k$-bit strong random number, where $k$ is a secure parameter.

2. REVIEW OF WONG ET AL.’S SCHEME

In the linear MAKEP [26], an BS has a private key ($SK_{BS}$) and the corresponding public key ($PK_{BS}$). The $PK_{BS}$ is publicly known. The system chooses a prime $p$ in $Z_{p}$ and then chooses a $g \in Z_{p}^{*}$, where $p$ and $g$ are public parameters. For MH, it must perform a pre-computation technique in advance and store the pre-computation results in its memory. Then, to ask for service or resource from the BS, the MH can run the protocol by means of the pre-computation results. This technique and protocol run as follows (shown in Fig. 1):

Step 0. MH: Pre-computation

First, the MH randomly chooses a sequence of integers $(a_1, a_2, \ldots, a_{2i-1}, a_{2i})$ in $Z_{p-1}$ as its private keys, $1 \leq i \leq n$, where $i$ is the $i$-th run of the protocol and $n$ are the total amount of that the MH wants to run the protocol. The corresponding sequence of public key pairs are $(g^{a_1}, g^{a_2}), (g^{a_3}, g^{a_4}), \ldots, (g^{a_{2i-1}}, g^{a_{2i}})$ in $Z_{p}$, where $1 \leq i$. Second, the signatures $\text{Sig}_{TA}(ID_{MH}, g^{a_{2i-1}}, g^{a_{2i}})$ are obtained from the trusty authority (TA).

Step 1. MH → BS: $\text{Cert}_{MH}^{i}$

At the $i$-th run of the protocol, the MH constructs a certificate denoted by

$$\text{Cert}_{MH}^{i} = \langle ID_{MH}, g^{a_{2i-1}}, g^{a_{2i}} \rangle$$

$$\text{Sig}_{TA}(ID_{MH}, g^{a_{2i-1}}, g^{a_{2i}})$$

and sends it to the BS.

Step 2. BS → MH: $r_{BS}$

Upon receiving messages of Step 1, the BS confirms the validity of the certificate and sends back a nonce $r_{BS}$.

Step 3. MH: Upon receipt of messages of Step 2.

The MH chooses another nonce $r_{MH}$ and computes

$$x = E_{PK_{BS}}(r_{MH})$$

Then it computes $y$ as

$$y = a_{2i-1}(x \oplus r_{BS}) + a_{2i} \bmod (p - 1) \quad (1)$$

Step 4. MH → BS: x, y
The MH sends x, y to the BS and computes a new
session key \( \sigma \) as \( r_{MH} \oplus y \).

Step 5. BS: Upon receipt of messages of Step 4.
The BS checks the equation
\[
(g^{a_{2i-1}})^{(x \oplus r_{BS})} \cdot g^{a_{2i}} \equiv g^{x} \mod p.
\]
If the equation holds, the BS derives \( r_{MH} \) by
decrypting x and then computes a new session
key \( \sigma \) as \( r_{MH} \oplus y \); otherwise, this communication
is rejected and the protocol halts.

Step 6. BS → MH: \( E_{\sigma}(x) \)
Step 7. MH: Upon receipt of messages of Step 6.
The MH decrypts the message and then checks
whether the decrypted message is x.

3. THE PROPOSED SCHEME

In this section, we propose a scheme which uses the ge-ometric properties of lines to achieve mutual authenti-ca-tion and key exchange between a low-power MH and an BS.
For the BS, it has a private key \( SK_{BS} \) and the corre-sponding public key \( PK_{BS} \). We assume that the public key of the
BS is publicly known. For the MH, it must perform a pre-
computation technique in advance. Then, to ask for service
or resource from the BS, the MH can run the protocol by
means of the pre-computation results. This technique and
the proposed protocol are described in detail as follows
(shown in Fig. 2).

Step 0. MH: pre-computation
The MH selects linear equations \( L_i(x) = a_i x + b_i \),
1 \( \leq i \leq n \), where \( a_i \) and \( b_i \) are nonzero real num-
ers, \( x \) is a variable, \( i \) is the \( i \)-th run of the protocol,
and \( n \) is the total amount of that the MH wants to
run the protocol. The corresponding certificates
are given from the TA by
\[
\text{Cert}_{MH} = (ID_{MH}, B_i, H(b_i, B_i), \text{Sig}_{TA}(ID_{MH}, B_i, H(b_i, B_i))),
\]
where \( B_i \) is a point on the linear equation \( L_i(x) \).

Step 1. MH: Compute a point
\( A_i = (r_{MH} || T, L_i(r_{MH} || T)) \)
on \( L_i(x) \)
At the \( i \)-th run of our protocol, the MH computes a point
\( A_i = (x, L_i(x)) = (r_{MH} || T, L_i(r_{MH} || T)) \)
on the linear equation \( L_i(x) \), where \( r_{MH} \) is ran-domly chosen by the MH and \( x \) is derived from
concatenating \( r_{MH} \) with the timestamp \( T \).
Step 2. MH → BS: Cert\textsuperscript{i}MH, EP\textsubscript{KBBS}(A\textsubscript{i})

Step 3. BS: receipt of messages of Step 2.
First, the BS verifies the correctness of the certificate Cert\textsuperscript{i}MH and then decrypts EP\textsubscript{KBBS}(A\textsubscript{i}) by using its private key and checks the timestamp \(T\) in \(A\textsubscript{i}\).

Second, the BS uses the two points \(A\textsubscript{i}\) and \(B\textsubscript{i}\) to reconstrcut \(L\textsubscript{i}(x)\) and then derives the constant term \(b\textsubscript{i}\). Then, the BS computes \(H(b\textsubscript{i}, B\textsubscript{i})\) and checks the equation \(H(b\textsubscript{i}, B\textsubscript{i}) \stackrel{?}{=} H(b\textsubscript{i}', B\textsubscript{i})\). If the equation holds, that means the MH has been authenticated successfully. Otherwise, this communication is rejected and the protocol halts.

Last, the BS chooses a linear equation \(L'(x) = cx + d\) which is different from \(L\textsubscript{i}(x)\), where \(c\) and \(d\) are nonzero real numbers and \(x\) is a variable. Then, the BS randomly chooses a point \(W\) on \(L'(x)\) and computes \(Y = L'(r\textsubscript{MH})\). In the meantime, the session key \(\sigma = r\textsubscript{MH} \oplus d||ID\textsubscript{MH}\) can be generated.

Step 4. BS → MH: \(W, Y, E_\sigma(r\textsubscript{MH})\)

Step 5. MH: receipt of messages of Step 4.
The MH takes the two points \(W\) and \((r\textsubscript{MH}, Y)\) on the linear equation \(L'(x) = cx + d\) to reconstruct \(L'(x)\) and then derives the constant term \(d\) and generates the session key \(\sigma = r\textsubscript{MH} \oplus d||ID\textsubscript{MH}\).

After that, the MH takes the session key \(\sigma\) to decrypt \(E_\sigma(r\textsubscript{MH})\) and checks whether the decrypted message is \(r\textsubscript{MH}\). If so, that means the BS has been authenticated successfully; otherwise, this communication is rejected and the protocol halts.

The mutual authentication is achieved by the pairs of challenge and response messages \((\text{Cert}_\textsuperscript{i}\text{MH}, A\textsubscript{i})\) and \((r\textsubscript{MH}, E_\sigma(r\textsubscript{MH}))\). For \((\text{Cert}_\textsuperscript{i}\text{MH}, A\textsubscript{i})\), the BS can authenticate the MH by the means of point \(A\textsubscript{i}\) which is provided by the MH and the trusted certificate. Furthermore, to avoid the replay attack, we use a timestamp \(T\) at the point \(A\textsubscript{i} = (r\textsubscript{MH}||T, L\textsubscript{i}(r\textsubscript{MH}||T))\) on \(L\textsubscript{i}(x)\). For \((r\textsubscript{MH}, E_\sigma(r\textsubscript{MH}))\), since \(r\textsubscript{MH}\) is encrypted by the public key of the BS, the MH can have confidence in the BS by checking \(r\textsubscript{MH}\) in \(E_\sigma(r\textsubscript{MH})\).

The BS generates a Linear equation \(L'(x) = cx + d\) different from \(L\textsubscript{i}(x)\) and hides the factor \(d\) of the session key in the constant term. If an adversary or illegal receiver wants to reconstruct \(L'(x)\), he/she must find two points on \(L'(x)\). The adversary knows only one public point \(W\). To find another point on \(L'(x)\) would be extremely difficult. Therefore, only the MH owns simultaneously the two points \((r\textsubscript{MH}, Y)\) and \(W\) to reconstruct \(L'(x)\) and derive the session key \(\sigma\). Besides, \(r\textsubscript{MH}\) and \(d\) are bound together to provide the MH with the ability to confirm the freshness of the session key.
4. SECURITY ANALYSIS

In this section, some security properties and some possible attacks will be raised and fought against to demonstrate the security of our scheme. First of all, we will review the properties of one way hash function and public key cryptosystem.

Definition 4.1. A one way hash function, \( H : x \rightarrow y \), has the following properties [8, 20, 23]:

1. The function \( H \) can take a message of arbitrary-length input and produce a message digest of a fixed-length output.
2. The function \( H \) is one-way, given \( x \), it is easy to compute \( H(x) = y \). However, given \( y \), it is hard to compute \( H^{-1}(y) = x \).
3. The function \( H \), given \( x \), is computationally infeasible to find \( x' \neq x \) such that \( H(x') = H(x) \).
4. The function \( H \), it is computationally infeasible to find any two pair \( x \) and \( x' \) such that \( x' \neq x \) and \( H(x') = H(x) \).

Definition 4.2. In a public key cryptosystem, a user owns a private key \( SK \) and the corresponding public key \( PK \), where the private key is kept secretly by the user and the public key is publicly known. Besides, there are encryption and decryption function \( (EPK(\cdot), DSK(\cdot)) \), such as RSA [24] and ElGamal [11]. When a sender wants to send a private message \( M \) to a receiver which has a private key \( PK_R \) and public key \( PK_B \), he can encrypt \( M \) with the public key of receiver \( PK_R \) as:

\[
C = EPK_R(M),
\]

where \( C \) denotes cipher text. Only the valid receiver which has the correct \( SK_R \) can derive \( M \) by decrypting with \( SK_R \) as follows:

\[
M = DSK(C).
\]

Since the \( SK_R \) is only kept by the valid receiver, no one can derive the message \( M \) without knowing \( SK_R \).

In the proposed MAKEP scheme, two parties in communication (MH and BS) must mutually authenticate with each other. Then they agree a session key to provide privacy and data integrity during a session. The following shows that the proposed scheme satisfies the above properties, and some possible attacks will be raised and fought against to demonstrate the security of our scheme.

Attack 1: An adversary tries to break the mutual authentication between the MH and BS.

Analysis of attack 1: The mutual authentication between MH and HA is achieved by the challenge-response method. The pairs of challenge and response messages are \((Cert_{MH}, EPKR(A_i))\) and \((R_{MH}, E_K(r_{MH}))\), respectively. An adversary tries to impersonate the MH, he/she must fake \( Cert_{MH} \) and \( A_i \). However, since the \( A_i \) and \( b_i \) are protected by \( PK_{BS} \) and a one way hash function \( H(b_i, B_j) \), respectively, the adversary can not derive \( L_i(x) \). Besides, he/she can not compute a correct certificate without knowing the private key of TA. Similarly, the adversary tries to fake \( E_{EpK}(r_{MH}) \) to impersonate the BS. However, the adversary can not compute the correct session key \( \sigma = r_{MH} \oplus d||ID_{MH} \) without knowing the private key of BS.

Attack 2: An adversary tries to break the privacy and integrity of communication messages between the MH and BS.

Analysis of Attack 2: Since the session key \( \sigma \) is computed as \( r_{MH} \oplus d||ID_{MH} \), the adversary tries to break the privacy and integrity of communication messages between the MH and BS, he/she must derive \( A_i \) and \( d \). However, the adversary has no knowledge of the private key of BS and \( d \). Note that, \( r_{MH} \) and \( d \) are bound together to provide the MH with the ability to confirm the freshness of the session key.

Attack 3: An adversary tries to mount the replay attack.

Analysis of Attack 3: An adversary tries to raise the replay attack. The random numbers and timestamps are employed in our scheme, such as \( A_i = (x, L_i(x)) = (r_{MH}||T, L_i(r_{MH}||T)) \), it can successfully withstand the replay attack.

Attack 4: An adversary tries to mount the unknown key-share attack [3,6].

Analysis of Attack 4: If an adversary \( E \) tries to mount the unknown key-share attack on an authenticated key agreement protocol, an entity \( A \) ends up believing that she shares a session key with an entity \( B \). However, \( B \) mistakenly believes that the session key is instead shared with the adversary \( E \). In this situation, \( B \) has been led to false beliefs. To against the unknown key-share attack, we employ an identification of MH ID_{MH} to a session key \( \sigma = r_{MH} \oplus d||ID_{MH} \) in our scheme. For example, if the unknown key-share attack happens, the session key \( \sigma = r_{MH} \oplus d||ID_E \) (where \( ID_E \) is the identifier of an adversary) which the BS computes will not be equal to the \( \sigma = r_{MH} \oplus d||ID_{MH} \) which the MH computes. Therefore, the unknown key-share attack can be withstood.
5. PERFORMANCE AND STORAGE ANALYSIS

In this section, we analyze the computation complexity, the number of communication times, the total size of communication messages and memory demand of our proposed scheme, compared with the Wong et al.’s scheme [26].

To analyze the computation complexity of the Wong et al.’s scheme and our scheme, we first define related notations as follows:

- \( H(\cdot) \) is an operation of hash function.
- \( \text{OPK} \) is an operation of encrypting a message, in length 512 bits, using public-key cryptosystems (i.e. RSA).
- \( \text{OSK} \) is an operation of encrypting a message, in length 64 bits, using secret-key cryptosystems (i.e. DES).
- \( \text{MOD}_\text{M} \) and \( \text{MOD}_\text{A} \) are a modular multiplication and a modular addition respectively.
- \( R_L(x) \) is an operation of reconstructing a linear equation \( L(x) \). In general, to construct \( R_L(x) \) it requires one multiplication, one division and three subtract.
- \( \text{Mod}_\text{M}(n) \) and \( \text{Mod}_\text{A}(n) \) denote an operation of modular multiplications and modular additions of length \( n \) bits respectively.
- \( D(n) \), \( M(n) \), \( A(n) \) and \( \text{MOD}(n) \) denote operation of divisions, multiplications, additions and modulus of length \( n \) bits respectively.
- \( S \) denotes an operation of shift.
- \( l(n) \) denotes lengths of \( n \).
- \( \text{Total}_{\text{O-MH}} \) and \( \text{Total}_{\text{O-BS}} \) denote the total number of operations of MH and BS in our scheme respectively.
- \( \text{Total}_{\text{W-MH}} \) and \( \text{Total}_{\text{W-BS}} \) denote the total number of operations of MH and BS in Wong et al.’s scheme, respectively.

### 5.1. Storage analysis

Comparing the storage space, we adopt the assumption by Wong et al. in Reference [26]. In our scheme, the secret values \((a_i \text{ and } b_i)\) consist of \( L_i(x) \), both values are like the private keys as the Wong et al.’s scheme. Similarly, the corresponding public key is one point of \( L_i(x) \), \( B_i \). If an adversary tries to guess the \( L_i(x) \), the probability of guessing successfully is \( \frac{1}{2^l} \cdot \frac{1}{2^l} \), where \( l \) is the length of bit of \( a_i \text{ and } b_i \). However, many guessing failures will be detected by the BS, the adversary can not guess \( L_i(x) \) all the time. Here, we assume that \( l \) is 160 bits, the same as the private key. The storage comparison is shown in Table 1.

### 5.2. Computation complexity

The analysis of computation cost is shown in the Appendix. The total number of operations of the MH in the Wong et al.’s scheme and our scheme are as following:

\[
\text{Total}_{\text{W-MH}} = 2\text{MOD}(32) + 131\text{M}(32) + 635\text{A}(32) + 124S + \text{OPK} + \text{OSK} + 2\text{XOR}
\]

and

\[
\text{Total}_{\text{O-MH}} = 135\text{M}(32) + 830\text{A}(32) + 132S + \text{OPK} + \text{OSK} + \text{XOR}
\]

Although the total number of operations of the MH of our scheme is greater \( 4\text{M}(32), 185\text{A}(32) \) and \( 8\text{S} \) than that of Wong et al.’s scheme, but our scheme is less \( 2\text{MOD}(32) \) and XOR than that of Wong et al.’s scheme. In 32-bits microprocessor [13], the computing time is almost the same between Wongs’ and our scheme.

On the other hand, in most protocols for wireless settings, although the computation complexity of the MH is reduced, the BS still has to do very complex computations. Unfortunately, as the number of MH increases, the BS may have to deal with many high complex computations simultaneously and the communication transactions will be delayed. Therefore, we analyze our scheme and Wong et al.’s scheme in term of the computation complexity of the BS further. The total number of operations of the BS in Wong et al.’s scheme and our scheme are as following:

\[
\text{Total}_{\text{W-BS}} = 961\text{MOD}(32) + 192721\text{M}(32)
\]

\[
+ 1316895\text{A}(32) + 188876S + \text{OPK}
\]

\[
+ \text{OSK} + 2\text{XOR}
\]

and

\[
\text{Total}_{\text{O-BS}} = 162\text{M}(32) + 1000\text{A}(32) + 158\text{S}
\]

\[
+ H(\cdot) + \text{OPK} + \text{OSK} + \text{XOR}
\]

---

**Table 1. A comparison to the storage space of the MH.**

<table>
<thead>
<tr>
<th></th>
<th>Wong et al.’s scheme</th>
<th>Our scheme</th>
</tr>
</thead>
<tbody>
<tr>
<td>IDMH</td>
<td>128 bits</td>
<td>128 bits</td>
</tr>
<tr>
<td>Private key/a_i and b_i</td>
<td>2 × 160 bits</td>
<td>2 × 160 bits</td>
</tr>
<tr>
<td>Public key/B_i</td>
<td>2 × 512 bits</td>
<td>320 bits</td>
</tr>
<tr>
<td>(H(\cdot))</td>
<td>0 bit</td>
<td>128 bits</td>
</tr>
<tr>
<td>Signature</td>
<td>512 bits</td>
<td>512 bits</td>
</tr>
<tr>
<td>Total_{one-round}</td>
<td>1984 bits</td>
<td>1408 bits</td>
</tr>
<tr>
<td>Total_{n-rounds}</td>
<td>128 + 1856n bits</td>
<td>128 + 1280n bits</td>
</tr>
</tbody>
</table>

\( n \) is total rounds of that MH wants to perform the protocol.
Although our scheme requires a hash function $H(\cdot)$, but is less $961\text{MOD}(32)$, $191736\text{M}(32)$, $1315895\text{A}(32)$, $188718S$ and one XOR than Wongs'.

5.3. Total size of communication messages

Last, we analyze the total size of communication messages as follows. In Wong et al.’s scheme, the total of communication messages include 1664 bits of $\text{Cert}_\text{MH}$, 64 bits of $r_B$, 512 bits of $x$, 160 bits of $y$ and 512 bits of $E_p(x)$. The total size of communication messages of Wong et al.’s scheme is 2912 bits. In our scheme, the total of communication messages include 1038 bit of $\text{Cert}_\text{MH}$, 512 bits of $E_{\text{PKBS}}(A_i)$, 320 bits of $W$, 160 bits of $Y$ and 64 bits of $E_p(r_MH)$. The total size of communication messages of our scheme is 2094 bits.

6. CONCLUSION

In this paper, we have proposed a new scheme which uses the geometric properties of lines to achieve authentication and key exchange. After the security and performance analysis, our proposed scheme is proven to be efficient and able to withstand the replay attack and the unknown key-share attack [3,6]. Furthermore, our proposed scheme requires low computation power on both the MHS side and the BSs side. Therefore, our proposed scheme is suitable for the application in wireless settings.

APPENDIX

In terms of computation complexity, to analyze more precisely, we use the addition chain method [17] to analyze the complexity of computing the $(x^i \mod z)$. The modular exponentiation can be denoted as $\text{MOD}_E(y, z)$ and shown as follows:

$$\text{MOD}_E(y, z) = 1.5l(y)[M(l(z)) + 2\text{MOD}(l(z)) + 1].$$

And we analyze the number of operations for $M(512)$, $M(160)$, MOD(512) and MOD(160) by using divide and conquer [1], together with the computational analysis of divisions, multiplications and additions as outlined by Davida and Wells [9] is as follows:

$$D(n) = 3 \times M(n) + 2S,$$

$$M(n) = \begin{cases} 1, & \text{if } n = 32 \\ 3M(n/2) + 5A(n) + 2S & \text{if } n > 32 \end{cases}$$

and

$$A(n) = \begin{cases} 1, & \text{addition if } n = 32 \\ k, & \text{additions if } n = 32k \end{cases}$$

If one uses the recursion down to the 32-bit level then

$$M(160) = 27M(32) + 160A(32) + 26S,$$
$$M(512) = 81M(32) + 650A(32) + 80S$$

Using divide and conquer, the number of modulo is thus as follows:

$$\text{MOD}(n) = \begin{cases} 1, & \text{if } n = 32 \\ \text{MOD}(n/2) + 4M(n/2) + 3/2A(n) + 3S & \text{if } n > 32 \end{cases}$$

If one uses the recursion down to the 32-bit level then

$$\text{MOD}(160) = \text{MOD}(32) + 52M(32) + 235A(32) + 495\text{MOD}(512) + 1045A(32) + 156S$$

In term of the computation complexity of the MH, the total number of operations of the MH in the Wong et al.’s scheme is equal to

$$\text{Total}_{\text{w-MH}} = \text{Mod}_M(160) + \text{Mod}_A(160) + \text{OPK} + \text{OSK} + \text{XOR},$$
$$= M(160) + \text{MOD}(160) + A(160) + \text{MOD}(160) + \text{OPK} + \text{OSK} + 2\text{XOR},$$
$$= 2\text{MOD}(32) + 131M(32) + 635A(32) + 124S + \text{OPK} + \text{OSK} + 2\text{XOR}$$

In our scheme, the total number of operations of the MH is equal to

$$\text{Total}_{\text{w-MH}} = M(160) + A(320) + R_{L(x)} + \text{OPK} + \text{OSK} + \text{XOR},$$
$$= 2M(160) + 2A(320) + 2A(160) + D(160) + \text{OPK} + \text{OSK} + \text{XOR},$$
$$= 135M(32) + 830A(32) + 132S + \text{OPK} + \text{OSK} + \text{XOR}$$

The total number of operations of the BS in Wong et al.’s scheme is equal to

$$\text{Total}_{\text{w-BS}} = 2\text{MOD}_E(160, 512) + \text{MOD}_M(512) + \text{OPK} + \text{OSK} + 2\text{XOR},$$
$$= 961\text{MOD}(32) + 19272M(32) + 1316895A(32) + 188876S + \text{OPK} + \text{OSK} + 2\text{XOR}$$

Copyright © 2004 AEI

where

\[
\text{Mod}_E(160, 512) = 1.5 \times 160[M(512) + 2\text{MOD}(512) + 1] \\
= 480\text{MOD}(32) + 96240M(32) \\
+ 657600A(32) + 94320S
\]

In our scheme, the total number of operations of the BS is equal to

\[
\text{Total}_{\text{O-BS}} = 2M(160) + 2A(320) + R_{L(x)} + H(\cdot) + OPK \\
+ OSK + \text{XOR},
\]

\[
= 3M(160) + D(160) \\
+ 3A(320) + 2A(160) + H(\cdot) + OPK + OSK \\
+ \text{XOR},
\]

\[
= 162M(32) + 1000A(32) + 158S \\
+ H(\cdot) + OPK + OSK + \text{XOR}
\]

(6)
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